**Opis przedmiotu zamówienia**

**Przedmiot zamówienia:**

1. **Odnowienie na okres 2 lat certyfikatów kwalifikowanych:**Odnowienie online, a w przypadku odnowienia certyfikatów wydanych przez inne kwalifikowane centra certyfikacji odnowienie z użyciem dotychczasowych czytników i dostarczoną kartą kryptograficzną (dużą lub SIM) wraz z oprogramowaniem do jej obsługi i licencją
   1. ok. 240 szt. certyfikatów wydanych przez Enigma Systemy Ochrony Informacji sp. z o.o. (CenCert)
   2. ok. 80 szt. certyfikatów wydanych przez Krajową Izbę Rozliczeniową SA (Szafir)
2. **Zakup certyfikatów kwalifikowanych ważnych 2 lata w zestawie zawierającym**:
   1. certyfikat kwalifikowany, karta kryptograficzna (duża lub SIM) z oprogramowaniem do jej obsługi wraz z licencją – ok. 20 szt.
   2. certyfikat kwalifikowany, karta kryptograficzna (duża lub SIM) z oprogramowaniem do jej obsługi wraz z licencją, czytnik do danej karty (standardowy lub token) – ok. 90 szt.

**Wymagania dodatkowe:**

1. Zestawy powinny umożliwiać składnie podpisu elektronicznego pod plikami każdego typu i wielkości akceptowalnej przez system operacyjny Windows 10 lub jego kolejne nowsze wersje.
2. Zakupione certyfikaty muszą być zapisane na kartach kryptograficznych (dużych lub SIM) – chipowych, pasujących do czytników (obsługujących karty kryptograficzne w standardzie USB (standardowych lub token).
3. Oprogramowanie umożliwiające składnie i weryfikację podpisu, zwane dalej oprogramowaniem, musi posiadać polski interfejs użytkownika.
4. Certyfikaty kwalifikowane mają mieć ważność 2 lata z możliwością odnowienia bez konieczności ponownego potwierdzania tożsamości.
5. Karta kryptograficzna, oprogramowanie oraz czytnik objęte będą gwarancją w okresie ważności certyfikatu.
6. Zestawy powinny być zgodne z ustawą z dnia 5 września 2016 r. o usługach zaufania oraz identyfikacji elektronicznej (Dz.U. z 2024 r. poz. 1725) oraz rozporządzeniem Parlamentu Europejskiego i Rady (UE) nr 910/2014 z dnia 23 lipca 2014 r. w sprawie identyfikacji elektronicznej i usług zaufania w odniesieniu do transakcji elektronicznych na rynku wewnętrznym oraz uchylającym dyrektywę 1999/93/WE.
7. Wykonawca zapewnia odbiór we własnej placówce lub w placówce współpracującej z Wykonawcą. Wykonawca co najmniej musi posiadać punkty odbioru w Zielonej Górze oraz w Gorzowie Wielkopolskim.
8. W przypadku konieczności dostarczenia nowej karty kryptograficznej do odnowienia wskazanego w p. 1 Przedmiotu zamówienia Zamawiający wskaże rodzaj karty kryptograficznej (duża lub SIM), a karta zostanie dostarczona na koszt Wykonawcy do wskazanej przez Zamawiającego jednostki Krajowej Administracji Skarbowej województwa lubuskiego.
9. W przypadku konieczności potwierdzenia tożsamości w procesie odnowienia wskazanego w p. 1 Przedmiotu zamówienia odbędzie się to w uzgodnionym terminie we wskazanej przez Zamawiającego jednostce Krajowej Administracji Skarbowej województwa lubuskiego.